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Abstract—Rapid development of digital technology has improved the ease of access to digital information copied, processed, stored and distributed among unauthorized users using freely available software. It also leads to the consequence of making the illegal production and redistribution of digital media easy and undetectable. Hence, the risk of copyright violation of multimedia data has increased due to the enormous growth of computer networks. So, digital watermarking technique provides solution to the problem. Watermarking is the process in which an informal data is incorporated in original data to protect the owner’s copyright over that content. Traditional watermarking schemes are sensitive to geometric distortions, in which synchronisation for recovering embedded information is a challenging task because of the disorder caused by rotation, scaling or translation (RST). The existing RST resistant watermarking methods still have limitations with respect to robustness, capacity and fidelity. Several types of watermarking algorithms have been developed so far each of which has its own advantage and limitations. Among these discrete Fourier transform (DFT) based watermarking algorithms have attracted researchers due to its simplicity and some attractive mathematical properties of DFT. Experimental results have been compared with existing algorithm which seems to be promising.

Index Terms—Rotation, RST, DFT, scale, translation, watermarking.

I. INTRODUCTION

There has been much emphasis on the robustness of watermarks to common signal processing operations such as compression and signal filtering. However, recently it has become clear that even very small geometric distortions can prevent the detection of a watermark. If the original image is available to the detector, then the watermarked image can often be registered to the original and the geometric distortion thereby inverted. Blind detection requires that detection of the watermark be performed without access to the original unwatermarked image [7, 8]. As such, it is not possible to invert the geometric distortion based on registration of the watermarked and original images. Before proceeding further, it is important to define what we mean by the geometric distortions of rotation, scale and translation. Specifically, we are interested interested in the situation in watermark image undergoes an unknown rotation, scale, and translation prior to the detection of the watermark [2,3].

The detector should detect the watermark if it is present. This definition is somewhat obvious, so it may be more useful to describe what we are not interested in particular, some watermark algorithms. Claim robustness to scale changes by first embedding a watermark at a canonical scale, then changing the size of the image, and finally, at the detector, scaling the image back to the canonical size prior to correlation. In our opinion, that detector does not see a scale change. Rather, the process is more closely approximated by a low-pass filtering operation that occurs when the image is reduced in size. In the scaling degradation with which we are concerned, the detector is unaware of the scaling and cannot rescale or pad to the original size. Similarly, tests that rotate an image by some number of degrees and subsequently rotate the image by the same amount in the opposite direction are not adequate tests of robustness to rotation. The same is true for translation. The common situation we are concerned with when a watermarked image is printed and then cropped or padded and scanned back into the digital domain. In these circumstances, the image dimensions have changed both because of cropping and possibly scaling [2,3]. There is also likely to be an associated translational shift. We assume that the detector is not informed of the rotation, scale, and translation parameters. In this example, scaling to a canonical size does not undo the scaling. In this project, we propose a new watermarking system using discrete Fourier transform (DFT) to achieve robustness against RST distortions. This system embeds the watermark in a rotation and translation (RT) invariant domain, and handles scaling via a simple search along the log-radius axis. The original cover image is not required during watermark extraction. This proposed system is a multi-bit watermarking system, which has considerably broader applications than other RST-resilient zero-bit watermarking techniques [6]. In this project we shall review the material which is related to our research problems: the copyright protection and authentication of medical images. The state-of-art in the literature will be reviewed to provide a foundation for the evaluation of the proposed approaches. This chapter is divided into two main parts. In first part the background knowledge and requirements of watermarking are reviewed and in second part, the state-of-art medical image watermarking systems are reviewed. To obtain better imperceptibility as well as robustness, watermarking is done in frequency Domain. The frequency domain watermarking techniques are also called multiplicative watermarking techniques. Discrete Fourier Transform (DFT), Discrete Cosine Transform (DCT), Discrete Wavelet Transform (DWT) are most popular transforms operating in the frequency domain.[4] The mathematical description of each transform is given as under:
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A. Discrete Fourier Transform (DFT)
For a length-M 1-D DFT, the relationship between the spatial/temporal domain signals, \( f[n] \), and their corresponding transform in the frequency domain, \( F[k] \), is:

\[
F[k] = \sum_{n=0}^{M-1} f[n] \cdot W^{kn}_{M}
\]

(1)

Where \( W^{kn}_{M} = e^{-2\pi ik/M} \)

For digital image 2D DFT can be define as,

\[
Y(u, v) = \sum_{i=0}^{M-1} \sum_{j=0}^{N-1} X(i, j) \cdot W_{M}^{iu} \cdot W_{N}^{ju}
\]

(2)

The DFT of an image is always

\[
M(u, v) = |Y(u, v)|
\]

(3)

For transform domain watermarking, three steps are generally followed:

i. Image trans-formation
ii. Watermarking embedding
iii. Watermark recovery

Depending on application, image transform can be applied either on whole image or to block by block manner. Algorithms for achieving frequency domain watermarking would modify the selected coefficients in the transformed domain [5]. Generally the following formula is use

\[
I' = I + \alpha \cdot I \cdot W
\]

(4)

Where, \( I' \) and \( I \) represents the original and watermarked images respectively, \( W \) denotes the watermark and \( \alpha \) represents the position to be embedded and is the watermark strength factor. For detection or verification, the receiver needs to verify if a specific watermarking pattern exists or not. A correlator is often used for full extraction of watermark. The correlation \( C(I', W) \) between the possible attacked image \( I' \) and watermark \( W \), can be calculated by

\[
C(I', W) = \frac{1}{L} \sum_{i=0}^{L-1} C(I', W)
\]

(5)

Given a pre-determined threshold \( T \), it can be compared with the correlation given in Eq. 5 for deciding the presence of the watermark. Therefore, the decision rule for presence of the watermark can be expressed by

\[
C(I', W) \begin{cases} > T & \text{watermark is present} \\ < T & \text{watermark is not present} \end{cases}
\]

(6)

II. STYLES OF ROBUST WATERMARK
The different styles of robust watermark are reported in literature. Few of them are described here.

A. Noise Watermark
Noise watermark is most commonly used type of robust watermark. For the reason of security and statistical undetectivity, it is demonstrated that the watermark is most secure, if it is in the form of Gaussian random sequence. To measure the similarity between original and extracted sequence, the correlation value is used to indicate the similarity.

B. Logo Watermark
Logo is another form of robust watermark. The logo is small image pattern in binary form. It can be company logo used in commercial applications. The quality of logo image is measured by human perception. That is, it is subjective measure of verifying authenticity of the digital content. We have used the AGA Khan Hospital logo for authentication of CT scan medical images [3].

C. Message Watermark
Message watermark is comprised of text. Message watermark has the advantage of easy to use in comparison with noise-type watermark or logo watermark. However, the message watermark require bit error rate approaching to zero, because any bit error will cause major fault in the final result. In most cases it is required that information with at least 64 bit (or 8 ASCII character can be carried by multimedia) [6].

III. ALGORITHM
Consider an image \( i(x, y) \) and a RST version of the image

\[
i'(x, y) = i'(x \cos \alpha + y \sin \alpha) - x_0,
\]

\[
\sigma(-x \sin \alpha + y \cos \alpha) - y_0)
\]

(7)

The Fourier Transform is \( I'(fx, fy) \):

\[
\left| I'(f_x, f_y) \right| = \sigma^{-2} | I(\sigma^{-1}(f_x \cos \alpha + f_y \sin \alpha),
\]

\[
\alpha^{-1}(-f_x \sin \alpha + f_y \cos \alpha)) |
\]

(8)

For find more invariant value, we define:

\[
g(\theta) = \sum_{j} \log(| I(\rho_j, \theta)|)
\]

(9)

It would be more better to compute the value below

\[
g_1(\theta) = g(\theta) + g(\theta + 90^\circ)
\]

(10)

It is invariant to both translation and scaling. Rotation result in a shift of its values. So by using this algorithm we are able to remove RST attacks.[1]

A. Watermark Embedding Process:
Once a method for detecting watermarks has been defined, we can construct a watermark embedding algorithm according to the methodology described in. In that paper, watermarking is cast as a case of communications with side information at the transmitter, which is a configuration studied by Shannon. The difference between this view of watermarking, and a more common view, is as follows. Most public watermarking
methods found in the literature use blind embedding in that the original image is considered to be noise. The embedder adds a small-amplitude signal to this noise, and the detector must be sensitive enough to work with the small signal-to-noise ratio those results [7, 8]. However, this common approach ignores the fact that the embedder has complete knowledge of the “noise” caused by the original image. If we view the embedder as a transmitter and the cover image as a communications channel, then this knowledge amounts to side-information about the behavior of that channel. When the transmitter knows ahead of time what noise will be added to the signal, its optimal strategy is to subtract that noise from the signal before transmission. The noise then gets added back by the communications channel, and the receiver receives a perfect reconstruction of the intended signal. In the case of watermarking, it is unacceptable for the embedder to subtract the original image from the watermark before embedding the watermark, because it would result in unacceptable fidelity loss. In fact, if the watermark is expressed as a pattern that is the same size as the image, then this strategy simply replaces the image with the watermark pattern, which is clearly too drastic. However, when the watermark is expressed as a signal in a lower-dimensional space, as is the case with the present system, the results need not be so drastic, since a wide variety of full-resolution images project into the same extracted signal and the embedded may choose the one that most resembles the original. But even in the case of lower-dimensional watermarks, it is not always possible to completely replace the extracted signal with the watermark signal while maintaining acceptable fidelity. To make maximal use of the side-information at the embedder, while maintaining acceptable fidelity [1].

The basic approach for embedding described in consists of three steps:-

i. Apply the same signal-extraction process to the unwatermarked image as will be applied by the detector, thus obtaining an extracted vector. In our case, this means computing.

ii. Use the mixing function, to obtain a mixture between v and the desired watermark vector. At present, our mixing function simply computes a weighted average w of v and u, which is a highly sub-optimal approach.

iii. Modify the original image so that, when the signal-extraction process is applied to it, the result will be instead of v .

This process is implemented as follows:

a. Modify all the values in column of the log-polar Fourier transform so that their logs sum to instead of this could be done, for example, by adding to each of K the values in column [6]. Care must be taken to preserve the symmetry of DFT coefficients.

b. Invert the log-polar resembling of the Fourier magnitudes, thus obtaining a modified, Cartesian Fourier magnitude.

c. The complex terms of the original Fourier transform are scaled to have the new magnitudes found in the modified Fourier transform.

d. The inverse Fourier transform is applied to obtain the watermarked image.

Unfortunately, there is inherent instability in inverting the log-polar resampling of the Fourier magnitude (Step b) [6]. We therefore approximate this step with an iterative method in which a local inversion of the interpolation function is used for the resampling [1].

B. Watermark Detection Process

The basic algorithm for watermark detection proceeds as follows.

i. Compute a discrete log-polar Fourier transform of the input image as described in Section III-A [6]. This can be thought of as an array K of rows N by columns, in which each row corresponds to a value of, and each column corresponds to a value of .

ii. Sum the logs of all the values in each column, and add the result of summing column to the result of summing column

\[ j = \frac{N}{2} (j = 0 \ldots ((n/2) - 1) \]  

(11)

to obtain an invariant descriptor , in which

\[ v_j = g_j(\theta_j) \]  

(12)

Where, \( \theta_j \) is the angle that corresponds to column in the discrete log-polar Fourier transform matrix [6].

iii. Compute the correlation coefficient , between and the input watermark vector , as

\[ D = \frac{w \cdot v}{\sqrt{(w \cdot w)(v \cdot v)}} \]  

(13)

iv. If D is greater than a threshold , then indicate that the watermark is present. Otherwise, indicate that it is absent [1]

IV. RESULT

The watermarked image was subjected to a variety of attacks, including signal processing attacks and geometric distortion attacks. The watermark was then extracted after restorations where necessary and the quality of the watermark computer using a Normalized cross-correlation (NC) factor. The first attack to be simulated was the rotation attack several rotation attack angles were simulated and then a reversal was done for each angle and the watermark extracted. illustrates the probe and target triangle with an RF of 10 degree. The embedded watermark and the watermark that was recovered after restoring the attacked image to its original position are shown in fig. 3 The recovered message has an NC of 0.63
The second attack to be simulated was the scaling attack. The image was scaled from 25% to 125% of the original image size. At 25% of the original image size the recovered watermark was unsatisfactory, while scaling levels above 50% the watermark is recovered successfully after restoration. Fig. 5 shows the tessellation, probe triangle and the watermark recovered from the attacked image at an NC of 0.74.

<table>
<thead>
<tr>
<th>Different Attacks</th>
<th>Lena Result</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>PSI (%)</td>
</tr>
<tr>
<td>Translational Attack(10)</td>
<td>63.97</td>
</tr>
<tr>
<td>Rotation Attack(10°)</td>
<td>63.97</td>
</tr>
<tr>
<td>Scaling(1.1)</td>
<td>63.97</td>
</tr>
<tr>
<td>Rotation Attack(90°)</td>
<td>63.97</td>
</tr>
<tr>
<td>Scaling(2)</td>
<td>63.97</td>
</tr>
</tbody>
</table>

where,
PSI=Pixel similarity between original image and recovered image.
PSW=Pixel similarity between original watermark and extracted watermark.
Translation attacks for various TF were also simulated and The watermark was recovered satisfactorily. Computer simulation experiments were also conducted with other common test images such as Barbara, Peppers, Lena and Baboon among others. These experiments tested the robustness of the watermark to signal processing attacks such as JPEG compression and histogram equalization.

Fig. 5 Recover Image

Table I: Result
V. CONCLUSION

Several types of watermarking algorithms have been developed so far each of which has its own advantage and limitations. No method can provide fully perfect solution. Each type of solution has robustness to some type of attacks but is less resilient to some other types of attacks. Main focus of the current research in this field is to make the watermarking algorithms resilient to geometric transformations. In case of practical application, choice of solution type actually depends on the nature of application and requirements. Instead of creating a truly RST invariant signal, we create a signal that changes in a trivial manner when undergo RST attack. The calculation of this projection is performed by taking the Fourier transform of the image, performing a log-polar resampling, and then integrating along the radial dimension. We note that an alternative implementation can be performed using the Radon transform. We have investigated this implementation but do not report it here. Future work will focus on more effective embedding and RST resilient watermarking designed to survive cropping and compression.
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